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IHTETI'PAIIIAA ABTOMATHU30BAHUX PINEHDb Y CUCTEMY
MEHETKMEHTY IHOOPMAIIMHOI BE3INEKU HA OCHOBI
3ACTOCYBAHHS SIEM-TEXHOJIOI'TA

Anomauyin. Poszensnymo meopemuuni, HAYKO8O-MemMOOUYHi Ma OpeaHi3ayiiHO-QYHKYIOHANIbHI OCHOBU GUKOPU-
cmannsi SIEM-cucmem 6 ynpaeninui ingopmayitinoio desnexor. Busnaueno cyuacHi nioxoou 00 ynpaeninus iHpop-
Mayiinolo Oe3nekolo ma posciioyéanus iHyuoenmis. Hasedeno memoouuni nioxoou 00 GOpMysaHHs KOHYenyii
@yuryionysauna SIEM-cucmem 6 ynpaeninui ingpopmayitinoro besnexoro. 3anponoHo8aro emanu UpiuieHHs HAYKOBO-
NpaKmu4Hoi npobiemu, no8 A3aHoi 3 NIOBUIEHHAM DIBHS 3aXuleHocmi iHgopmayiiHux cucmem 3a donomozorw SIEM-
cucmem 8 YnpasiiHki iHgpopmayilinorw de3nexkor. Y cyuacHux ymoeax cmpimKko2o po3eumky yugposux mexHonoziiu ma
2nobanvhoi yudposizayii numanHa 2apanmyeanHs iHopmayitHoi Oe3neku HAOY8ae 0cobOAUBOI AKMYATLHOCI.
3 KOJHCHUM POKOM 3pOCMAE KINbKicmb Kibep3azpos, AKi cmawoms 0e0di CKAAOHIWUMU, CKOOPOUHOBAHIWUMY MA Yilec-
NPAMOBAHIUUMU, WO, CBOEID YEP2OI0, CMBOPIOE HOBI GUKIUKU OJis NIONPUEMCING, OEPHCABHUX YCMAHO8 | NPUBAMHO20
cexmopy. ¥ maxomy Kkoumexcmi oopmyeans epekmuenol cucmemu meneoxcmenmy ingopmayinunoi d6esnexu (CVIB) €
He uule mexHiunolo, ane il cCmpameiyHol HeoOxionicmio 0as 6yob-axoi opeanizayii. CYIB nobydosana ionogiono 00
MidicHapoonux cmanoapmis, soxkpema ISO/IEC 27001, 3a6e3neyyc yinichy nomimuxy ynpagnints pusukamu, KOHmpomoe
docmyn 00 KpumudHUX iHQOPMayiliHuX aKkmueis i 00360J15€ hopmyeamu Kyivmypy 6esneku 6 OpeanizayitiHomy cepeoo-
suwyi. Pasom 3 mum, mpaduyivini nioxoou 0o opeawnizayii ingpopmayiinoi besnexu éce uacmiuwie SUAGISIIOMbCI HEOO-
CMamnbo epekmueHUMU 8 YMOBAX OUHAMIYH020 Janouagmy 3a2po3. OOHIEI0 3 20]I08HUX NPoOaeM € pasmenmo-
8auicmob 3acobig 3axucmy, wo Npu3eo0Ums 00 8Mpamu YinicHoi Kapmuuu nooil besneku 8 opeawizayii. 3ampumxu 6
peazysanti Ha IHYuOeHmu, 00YMO8IeHI NEPEBANCHO PYUHOI 00POOKOI IHOpMayii, a Maxko’c pusuxu, no8 s3ami 3 o o0-
CbKUM (pakmopom (ROMUIKU, YREePeONCeHICMmb, HeO02NA0U), 3HAYHO 3HUJICYIOMb eDEeKMUBHICMb CUCEMU 3aXUCHLY.
Tomy 3pocmae nompeba 6 inmezpayii a8mMoOMAMU308aHUX pilieHb, SKI 30amHi 3a0e3neyumu C80€UACHe GUSGIEHHS,
aHaniz i peazy8anus Ha Kibep3azposu 3 MIHIMALLHUM 3AIYYeHHAM JHOOUHU. Y ybomy KoHmexkcmi éce OLIbUI020 nouiu-
penns nabysaiomo SIEM-mexnonoeii (Security Information and Event Management), siki no€ouyiome DyHKYIOHALb-
Hicmo 300py, HOpMmanizayii, Kopersyii ma ananizy nooit inGopmayitinoi be3nexu 3 MONCIUGICMIO BUSGNEHHSL AHOMAIN
ma agmomamu308ano2o peazysanhs Ha inyuoenmu. Inmeepayis SIEM y cucmemy menedsicmenmy ingpopmayiunoi 6e3-
nexu 003605€ CMBOpUMU €OUHULL THGHOPMAYTUHO-aHATTMUYHULL Yermp, wo 3a0e3neuye be3nepepsHull MOHIMopuHe ma
KOHMPONb 34 CMaHom Oe3neku 8 peanvHomy uaci. Mema cmammi nonseae y 00CHiONCEHHT MOAICIUBOCIeEN THmMe2payii
asmomamu3zo8anux piwerv Ha ocnogi SIEM-mexnonocii y CVIB 3 ypaxy8anuam axmyanvbHux GUKIUKIE, NPAKMUYHUX
acnexkmis peanizayii ma nomenyitiHux nepeeaz makozo nioxody. Y medcax 00CriodcenHs npoaHanizoeano apximex-
mypui ma @yHkyionanvui ocobnusocmi SIEM-cucmem, 8usnauero ix ponv y 3MEeHUIeHHI 6NIUBY JHOOCbKO20 (DAKmopy
ma npuUEUOULIeHHI NPOYeCi6 BUSBIIEHHS | peacy8anHs HA IHYUOEHMU, A MAKONIC PO32ISHYMO NePCNeKmUsU noO0aibiio20
pozsumky SIEM y noeonanmi 3 mexnHono2ismu wmy4Hozo inmeiekmy ma agmomamuzoganumu niamegpopmamu SOAR
(Security Orchestration, Automation and Response). Cmamms cnpsamosana Ha po3Kpumms iHHOBAYIlIHO20 NOMEHYIAY
agmomamu3sayii 6 eanysi iHpopmayitinoi besnexu ma oOIPYHMYBAHHS OOYLILHOCI GNPOBAONCEHHST MAKUX DilleHb 6
Opeanizayisax pizno2o macumaoy.

KurouoBi caoBa: ingopmayiiina oOesnexa, SIEM, menedocmenm Oesnexu, asmomamusayis, MOHIMOPUHe,
inyuoenmu, IT-pusuxu, cmanoapmu ISO/IEC.
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INTEGRATION OF AUTOMATED SOLUTIONS INTO
THE INFORMATION SECURITY MANAGEMENT SYSTEM BASED
ON THE APPLICATION OF SIEM TECHNOLOGIES

Abstract. The theoretical, scientific-methodological and organizational-functional foundations of the use of SIEM
systems in information security management are considered. Modern approaches to information security management
and incident investigation are determined. Methodological approaches to the formation of the concept of the function-
ing of SIEM systems in information security management are presented. The stages of solving the scientific and practi-
cal problem associated with increasing the level of security of information systems using SIEM systems in information
security management are proposed. In modern conditions of rapid development of digital technologies and global digi-
talization, the issue of ensuring information security is becoming particularly relevant. Every year, the number of cyber
threats is increasing, becoming more complex, coordinated and targeted, which, in turn, creates new challenges for
enterprises, government agencies and the private sector. In this context, the formation of an effective information secu-
rity management system (ISMS) is not only a technical but also a strategic necessity for any organization. An ISMS,
built in accordance with international standards, in particular ISO/IEC 27001, provides a holistic risk management
policy, controls access to critical information assets and allows you to form a security culture in the organizational
environment. At the same time, traditional approaches to organizing information security are increasingly proving to be
insufficiently effective in the conditions of a dynamic threat landscape. One of the main problems is the fragmentation
of protection measures, which leads to the loss of a holistic picture of security events in the organization. Delays in
responding to incidents, caused mainly by manual processing of information, as well as risks associated with the human
factor (errors, bias, oversights), significantly reduce the effectiveness of the protection system. Therefore, there is a
growing need to integrate automated solutions that are able to ensure timely detection, analysis and response to cyber
threats with minimal human involvement. In this context, SIEM technologies (Security Information and Event Manage-
ment) are becoming increasingly widespread, combining the functionality of collecting, normalizing, correlating and
analyzing information security events with the ability to detect anomalies and automated response to incidents. The
integration of SIEM into the information security management system allows you to create a single information and
analytical center that provides continuous monitoring and control of the security status in real time. The purpose of the
article is to study the possibilities of integrating automated solutions based on SIEM technologies into the ISMS, taking
into account current challenges, practical aspects of implementation and potential advantages of such an approach.
The study analyzed the architectural and functional features of SIEM systems, determined their role in reducing the
impact of the human factor and accelerating the processes of detecting and responding to incidents, and also consid-
ered the prospects for further development of SIEM in combination with artificial intelligence technologies and auto-
mated SOAR (Security Orchestration, Automation and Response) platforms. The article is aimed at revealing the inno-
vative potential of automation in the field of information security and substantiating the feasibility of implementing such
solutions in organizations of various scales.

Keywords: information security, SIEM, security management, automation, monitoring, incidents, IT risks, ISO/IEC
standards.
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IMocranoBka mpobéiaeMu. Y CydacHHX yMOBax CTHUKAIOTBCS 3 IOCTIHHMM 3pOCTaHHSIM KUIBKOCTI Ta
uudpoBoi TpaHchopmanii cycniibCTBa Ta CTPIMKOTO CKJIQIHOCTI Kibep3arpo3. Tpaauuiiini MeTonu rapaHTy-
PO3BUTKY iH(pOpMaLiHHUX TEXHOJIOTIH MiAIPHEMCTBA BaHHA iH(poOpMaliiiHOi Oe3nekH, SKi IPYHTYIOTHCS

249



Bicnuk JIvgiecbko2o mopzogenvbHo-eKOHOMIUH020 yHigepcumemy. Exonomiuni nayku. Ne 84, 2025

MepeBaXKHO HA PYYHOMY MOHITOPUHTY, pearyBaHHI Ta
aHai3i iHIUACHTIB, BXXE HE 3JaTHI €(EKTUBHO MPOTH-
CTOSITW aKTyaJbHUM BHKIHMKaM, OCOOJIMBO B yMOBax
MaciitaboBaHux Ta AuHamiuHuX IT-iHQpacTpykTyp.
Lle 3ymoBmIOE MOTpedy y BIPOBAKEHHI aBTOMAaTH30-
BaHMX MIJXO/IB /10 yIpaBiiHHS iHpOpMaliiHOW Oe3-
MIEKOI0, 30KpeMa LUISIXOM IHTerparii creriazi3oBaHuX
pOrpaMHO-anapaTHUX PillleHb.

[ToBHOMacuITabHE BTOPrHEHHS pocii B YKpaiHy
CIPUYHMHWIIO 3HaYHE 3pOCTaHHA KibepaTak. 3a JaHUMHU
JepxaBHOI CITy>KOH CIIEIIaIbHOTO 3B 53Ky Ta 3aXUCTY
iHpopmanii VYkpaiHu, KUIBKiCTh KiOEpiHIMICHTIB Yy
2023 pomi 30impmmimace Ha 38% MOpPIBHAHO 3
2022 poxoM. HalimommpeHimmMu THIaMHu KiGepaTax
ceoronHi € DDoS-araku (po3nozinieHi aTaku BiIMOBH B
oOciyroByBaHHi), (IIIMHIOBI aTakW, aTakud Ha BeO-
caiiTy, WKiJJIMBE NporpamMHe 3a0e31eYeHHs.

Pyune pearyBaHHS Ha KiOCpiHLMJEHTH CTae BCeE
OUIBLI CKJIAJHUM 1 TPYJAOMICTKMM, TOMY BHHHUKA€
HEOOXIHICTh aBTOMATH3AIII] I[MX MPOIIECIB 32 TOTIOMO-
roto, Hanpukiazn, SIEM-cucrem. SIEM-cuctemu no3-
BOJISIFOTH aBTOMAaTH3yBAaTH 0araro INpoOIECiB MEHEIK-
MeHTy iHpopMamiiHOi Oe3nmeku, TakuX SIK: 30ip JaHMX
mpo Oe3neKky 3 Pi3HUX JOKEpew; BUSABJICHHS Ta aHai3
KiOCpiHITMICHTIB; pearyBaHHS Ha KiOepiHIUACHTH;
CTBOPCHHS 3BiTiB IpoO KibepOesmeku.

AHai3yloun CTaTUCTHKY Kibeparak B YkpaiHi [1—
2], MoxHa 3poOUTH BHCHOBOK, 1m0 y 2023 poui cno-
CTepiranocst 3pOCTaHHs KITBKOCTI KiOCpIHIMICHTIB 10
38%, 3adikcoBano 2372 kibepaTtakd Ha OpPraHU Jep-
xaBHOi Biagu, 1046 kibeparak Ha 00’€KTH KPUTHYHOT
iHppacTpykTypu. Y apyromy niBpiuui 2023 poxy Oyiio
3apeectpoBaHo 342 kibeparaku, y cepemHboMmy 57 3a-
peECTPOBAHUX IHIMICHTIB Ha Micsmpb Ta 1-2 Ha 1m00y.
Bomnouac 3a 6 micsmiB y nmepmomy miBpiudi 2024 poky
3apeecTpoBaHMX Kibeparak Bxke Oyimo 762, y cepemHb-
omy 128 Ha micsup Ta 4-5 Ha 100y.

VY III kBapraini 2024 p. KiJBKICTh 3apeeCTPOBAHUX
KiOepiHIuaeHTiB 3pocia Ha 46% [1-2], 3adikcoBaHO
1834 kibeparaku 3a mepii 6 wmicsii. OKpiM IbOTO,
nporsirom 11l kBapranmy 2024 poky 3adikcoBano
202 xibeparakw, iHiLiiloBaHI MPOPOCIHCHKUMHU XaKep-
ChbKAMH YIPYMOBaHHIMH, 110 Ha 26% MeEHIIe, HDK Y
Ipyromy KBapTaii moTodHoro poky. Y III kBaprami
2024 poxy 3apeecTpoBaHO 355 KiOepiHIKICHTIB, 110 HA
46% BuLIe, HiX y Apyromy kBaptani 2024 poky [1-2].

3a fmaHMMM ypsAlOBOI KOMaHAW pearyBaHHS Ha
komr’rotepHi  Hanzsuuaiini noxii CERT-UA [1-2],
347 xibeparak 3adikcoBaHO Ha ypsa Ta YpSIOBi op-
rasizarii, 276 — Ha micreBi opranu Biaau, 175 — Ha
opranizaiii y cektopi 6e3mexu Ta 06oponu, 127 — ko-
MepuiiiHi opramizamii. Ille 92 pasm Oymo arakoBaHO
eHepreTuaHuid cektop, 81 — TemekoM, 38 — OCBiTHI
YCTaHOBH, 32 — TPaHCIIOPTHY Taiy3b, 30 — dpiHaHCOBHH
cexrop, 25 — IT-cextop, 15 — 3MI, 12 — MmeauuHi ycTa-
HOBH.

CyuvacHi iHdopmaniiiHi cucremMu Ta Mepexi Bce
Oinple ypa3iMBi O PI3SHOMAHITHUX 3arpo3, TakUX 5K
HECaHKIIOHOBaHUI JIOCTYII, PO3KpaaaHHs iH(popmallii,
DDoS-araku, iHBa3ii MIKiAJIMBOro MPOrpaMHOro 3ades-
nedeHHs Ta iHmn. I[i 3arpo3um cTaroTh Bce OiNBII
CKIaAHUMHM 1 BUTOHYCHHMHM, IO YCKIAJHIOE iX
BUSBIICHHS Ta 3armo0iraHHs. [TinmpuemcTBa
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BUKOPUCTOBYIOTh CKJIaaHI iHQOpMamiifHi CHCTEMH Ta
MepexXi, SKi OXOIUTIOIOTh Pi3HOMaHITHI MPHUCTPOi, T0-
JIaTKH Ta IpoTokonu. [ 3a0e3neueHHs e(eKTHBHOTO
ynpasiiHHs iHQopMauiiiHOIo Oe3nekor HeoOXiaHO
MaTH BCEOIYHHMU OTIJISI BCiX KOMIIOHCHTIB 1H(OP-
MaIliifHo1 cucTeMu. YTpaBliHHS iHpOpMamiiHOW 0e3-
MIEKOI0 € CKJIQJHUM 1 TPYIOMICTKHM 3aBJaHHSM, SKE
BHUMarae IMOCTiHHOTO MOHITOPUHIY Ta aHali3y BEJIHKOI
KinpkocTi nanux. SIEM cucremu 103BONSIIOTH aBTOMa-
TU3yBAaTH 0araTo 3aBJaHb OC3MEKH, IO 3BITBHSIE IEp-
COHaJ JUIsl BUKOHAHHSI 1HIINX BaYJIUBHUX 3aBIAHb.

SIEM-texHomorii, SKi MOEAHYIOTh GYHKIIT 300Dy,
KOpeJsiii, aHami3zy mofiii Oe3meKkn Ta yIpaBIiHHS iH-
LUICHTaMH, CTal0Th KIIOYOBHUMH IHCTPYMEHTaMH IS
CTBOpPECHHSI €(eKTHBHOI CHUCTEMH MEHEIKMCEHTY iH-
¢dopmarniiinoi Oesnexu. Ilpore Ha mpakTumi BHpo-
BQ/UKEHHS TaKHUX pilleHb YacTo CYIPOBOIKYETHCS
HHM3KOIO0 MNpoOJIeM: BHCOKOI BapTiCTIO, CKJIQJHICTIO
HaJIaITyBaHHs Ta eKCIUTyaTalil, Hectauero KBajidiko-
BaHOI'O MEPCOHANY, a TAKOXK (PparMEeHTAPHICTIO ICHYIO-
yux miaxoniB 1o iHterpanii SIEM y 3aranbHy apxiTek-
Typy iH(popmamiiiHoi Oesmekn mignpuemcTBa. Kpim
TOrO, Opakye yHi(piKOBaHHX METOAWYHUX IIIXOMIB IO
OLIIHIOBaHHS €(PeKTUBHOCTI Ta Pe3yIbTaTUBHOCTI TAKUX
CHCTEM i3 TOYKH 30py CTpaTeriyHoro ynpasiiaas [b.

Binrak, mocrae mpobieMa HayKOBOTO OOIPYHTY-
BaHHSA Ta PO3POOJECHHS KOMIUIEKCHOI'O MiIXOay [0
iHTerpauii aBTOMaTU30BaHMX pillieHb Ha ocHOBI SIEM-
TEXHOJIOTI y CHUCTEeMy MEHEDKMEHTY iHdopmaniiiHol
Oe3rneKu opraHizauliil i3 ypaxyBaHHSM Cy4acHHX HOp-
MaTUBHHUX BHMOI, PHU3UK-OPIEHTOBaHHX MOJENeH Ta
NPUHIMUIIB  GE3MepepBHOTO  BAOCKOHANEHHsA.  Ii
BHpIIICHHS CHpPUATHME WiABHIIEHHIO cTidkocti IT-
iH}pacTpyKTypH 10 3arpo3, 3MEHIIEHHIO Yacy peary-
BaHHS Ha IHIMJCHTH Ta ONTHUMI3allil MPOIECIiB yIpaB-
ninns [b.

AHaJii3 ocTaHHixX Aocjailxkenb i myOaikanii. [Tu-
TaHHSMH, SIKI OXOILUIIOIOTH Pi3HI aCleKTH MEHEIKMEH-
Ty iHdopmauiiinoi Oe3meku, 3aiimanucsi Oarato Jo-
CIIJHUKIB cydacHOCTi. Y CBOiX po0oTax BOHHU
BUCBITJIIOIOTh IIUPOKUHM CIIEKTP MpOoOJieM, MOB’sI3aHUX
i3 (GOpMyBaHHSM  MOJITHK  OE3MEKH,  PH3UK-
MEHE/PKMEHTOM, YIPOBAIDKEHHSIM CHCTEM KOHTPOJIO
Ta pearyBaHHS Ha iHI[UJCHTH.

OxpeMy yBary Cyd4acHi TOCITIKCHHS MPHUIIITIOTh
MMUTaHHSAM BIPOBaDKEHHS Ta amanranii SIEM-cuctem
y CTpYKTypy iH(popmamiiiHoi Oe3nexu opraHizamii.
Tak, y mpausx Uetz R., Herzog M., Hackliander L.,
Schwarz S., Henze M., Shukla A., Gandhi P. A,
Elovici Y., Shabtai A., Kremer R., Wudali P. N,
Momiyama S., Araki T., Furukawa J., Pulyala S. R. [3-
14] po3ramgaroThCS MOKIMBOCTI ITIBUINEHHS edek-
THUBHOCTI BUSIBJICHHS 3arpo3 i3 BUKOPHCTAHHIM IITYY-
HOTO iHTEJIEKTY, aBTOMAaTU30BaHOT KOPEJSAIii Moaii Ta
00poOKH BenuKHUX 00cATIB XKypHadiB 6e3nexu. IIpomo-
HyloThcs MoJieni iHTerpanii SIEM i3 cucremamu kitacy
SOAR, a TakoX MiAXOAM 10 PO3POOKM amanTHBHUX
TIPaBWJI BUSBJICHHSI aHOMaJIbHOT aKTHBHOCTI.

Pazom 3 TuM, OimbIIICTh HASBHUX POOIT 30cepe-
JDKCHI ~ MEePeBAXXHO  HA  TEXHIYHHUX  aCIEeKTax
¢ynkuionyBanns SIEM-pimeHp a0o Ha OKpeMHX IpH-
KJlagax ix BIPOBaJUKEHHsS 0e3 ypaxyBaHHS NOBHOI iH-
Terpanii y cucTteMy MEHEKMEHTy iHdopmaniiiHol
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Oe3IeKH 3riTHO 3 BUMOTaMH MDKHapOJHHUX CTaHAAPTIB
(ISO/IEC 27001, ISO/IEC 15408). HenocratHbo po3-
KPUTUMH 3QJIMIIAIOTHCS MUTAHHS METOJOJOTIYHOT
yHidikarii npomecy BuposamkeHHs SIEM-texHoMOTIH
i3 OTJIAY YIpPaBIiHCEKOI €eKTHBHOCTI, OLiHIOBAHHS
PHU3UKiB, CTPATErigHOTO TIAHYBAaHHS Ta Oe3IepepBHOTO
BIOCKOHaNeHHs cucteMH 1b.

Orxe, NPONOBXKYE 3alHIIATHCA AKTYaJbHOIO
HEOOXITHICTh y TMOAANBIIUX NOCITIIKEHHSIX HU3KH ITH-
TaHp MOA0 (opMyBaHHS YHI()IKOBAHOTO MIAXOAY IO
iHTerpauii aBTOMaTu30BaHKX pilleHb Ha ocHOBI SIEM-
TEXHOJIOTIH Yy KOMIUIEKCHY CHCTEMY MEHEIKMEHTY
iHpopMariiHoi Oe3neku opranizauiil. [Ipodnemu, me-
pepaxoBaHi BUILE, Ta IXHS aKTYaJIbHICTh 3YMOBHIIN
BUOIp TEMHU CTaTTi, BU3HAYMIIM 11 METY Ta 3aBJaHHs.

IlocranoBka 3aBaaHHsA. METOIO CTaTTi € BHU3HA-
YeHHS METOJAWYHHX IiIXOMIB J0 iHTerparii aBToMaTH-
30BaHUX pIlIEHb y CHUCTEMY MEHEIKMEHTY iH(pop-
MariifHoi Oe3mekn Ha OCHOBi 3acrocyBanHi SIEM-
TEXHOJIOTiH, 0 € OCHOBOIO ONTHMIi3alii apXiTeKTypu
VOpaBIiHHSA Kibep3arpo3aMmu, IMiABHUIICHHS aJalTHB-
HOCTI OpraHizalii 1O Cy4YacHMX BHKJIHKIB iH(pOp-
MaliiHOrO Ccepe/ioBHINa, 3a0e3medyeHHs Oe3nepeps-
HOCTI OI3HEC-TIPOIIECiB, a TAKOXX CTBOPCHHS YMOB IS
3MII[HEHHsI HU(PPOBOT OBIpHU, 3HMKESHHSI PIBHS PH3UKIB
Ta MiIBUINCHHS CTIHKOCTI iHGOPMAIIHHUX CHUCTEM 0
BHYTPIIIHIX 1 30BHILIHIX 3arpo3.

Buknag ocHOBHOro Mmartepiaay JOC/i:KeHHS.
SIEM-cuctema — me cucremMa ympaBiiHHSA iHQOp-
MAIliifHOI0 OE3MEeKOI0 Ta PO3CIiTyBaHHSAM IHIMICHTIB
(Security Information and Event Management). Bona
mpu3Ha4YeHa g 300py, KOHComimarii, 30epiraHH,
aHaJi3y Ta Bi3yamizamii JaHWX Oe3MeKH 3 pi3HUX JDKe-
pell, TakuxX SK MEPEeKEBI MPHUCTPOi, cepBepH, pobdoui
CTaHWii, MporpaMHe TrapaHTyBaHHs O€3NeKH TOLIO.
SIEM-cucteMun BHUKOPHCTOBYIOTBCS ISl BHSIBJICHHS,
pearyBaHHS Ta PO3CIiIyBaHHS IHIMICHTIB O€3MeKH,
a TakOX /sl rapaHTyBaHHS BIANOBIJHOCTI BHUMOTam
oesnexn. SIEM-cucrema (Security Information and
Event Management) — ue mporpamue 3abe3rnedeHHs,
sike 30mpae, o0poOIIsie Ta aHANI3ye JaHi Mpo moii 6e3-
MIEKH 3 PI3HUX JUKEpEN, TAKUX SK MEpEeXeBi IMPHUCTpOi,
cepBepH, MONaTKU Ta KiHmeBi Touku. SIEM-cuctemnu
BUKOPHCTOBYIOTh /ISl BHSIBJICHHS, pearyBaHHs Ta 3a-
moOiraHHs 3arpo3aM iHpopMaIiitHii Oe3mneri.

PoGory SIEM-cucremu MOXHa pO3IUIUTH HA 4O-
TUPU OCHOBHMX €Tamu: 30ip JaHWX; KOHCOJijamis Ta
30epiraHHs JaHWX; aHAJi3 JaHWX; pO3pOOJICHHS 3BITiB
Ta crnoBimeHb. OKpiM IUX OCHOBHUX eTamiB, SIEM-
cHCTEMa MOXKEe BHKOHYBAaTH TaKOX iHIN (yHKIIi, TaKi
SIK: MEHEDKMEHT BIAIOBIAEN HA IHIUAECHTH — JIOIIOMO-
ra B pearyBaHHI Ha BHSBICHI IHIWACHTH; aHATi3 IO-
BEIIHKM KOPHCTYBAYiB — BHUSBIICHHS aHOMaliil y mo-
BEJIHIII KOPUCTYBadYiB; BIJICTCIKEHHS BiIMOBIIHOCTI
BUMOTaM — TapaHTyBaHHS BIANOBIAHOCTI BUMOTaM
6esnexn. Etarm poborn SIEM-cucremu MoXyTb OyTH
aJanToBaHI 10 KOHKPETHHX TMOTpeO opraHizaimii.
Hanpuknan, opranizamisi, ska Mae OoOMeXeHHH Or0x-
KET, MOXKE 30CEPEIUTUCS Ha OCHOBHHX €Tarax, TaKHX
SK 30WMpaHHS, KOHCONiJaIlis Ta 30epiraHHs JaHUX. A
opraisaiisi, sika Ma€ BHCOKHH PIBEHb PHU3HKY, MOXKE
BHKOPHUCTOBYBATH OUThIN cKiamHi (yHKIil, Taki sK
aHami3 TOBEMIHKHM KOPHCTYBadiB ab0 yHpaBIiHHS
BIAIIOBIASIMH HA 1HIUIEHTH.
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SIEM-cuctemu 30MparoTh JaHi 3 Pi3HUX JKEpE,
TaKHX K. MEPEeKEBi MPUCTPOI, HATTPHUKIIA] OpaHIMaye-
pH, MapIIpyTH3aTOpH, KOMYTAaTOPH TOIIO; CEPBEpH,
Taki sk BeO-cepBepH, (ailoBi cepBepH, 0a3u JaHHX
TOl[O; POOOYI CTAHIN1, HANIPHUKIIAA, KOMII IOTEpU, HO-
yTOYKH, IUIAHIIETH TOIIO; NPOTpaMHE TapaHTyBaHHSI
Oe3leKy, Take sSK AHTUBIPYCHI NPOrpaMHu, CUCTEMH
BusiBiieHHs: BTOoprHeHb (IDS), cucremm ympaBmiHHS
BpaznuBocTsmMu Tomo. SIEM-cucremn MoXyTh 30upa-
TH JaHi B pi3HUX (hopMaTax, TaKUX 5K TEKCTOBI (aiiim,
XML, JSON, CSV Ttomo. SIEM-cucrema NOBHHHA
MaTH MOXXJIMBICTH OOpOOJISATH Ta MEPETBOPIOBATH JaHi
B €IMHUH hopMaT [UIs MOJANBIIOTO aHAII3Y.

SIEM-cuctemn MOXyTh 30WpaTH NaHI KiJbKOMa
crioco0amu, TaKUMU SK: TpAMe migrodeHas — SIEM-
cHCTeMa MOXKe MiJKIoYaThcs Oe3nocepeHpo 10 JpKe-
pena AaHUX 1 OTPUMYBATH JIaHI B peaJlbHOMY 4ac; cep-
Bep noBinomieHb — SIEM-cucrema Moxxe oTpumyBaTH
JlaHi 3 cepBepa IOBIIOMIICHb, KU 30upac aaHi 3 pi3-
HUX JDKEpel; aBTOMAaThYHe 3aBaHTaxeHHsS — SIEM-
cUCTeMa MOXKE aBTOMATHYHO 3aBaHTa)XyBaTH JaHi 3
JOKaJhbHUX a0o BimmameHWx Qaitmi. Bubip meromy
300py AaHHX 3aJIeKHTh Bl KOHKPETHOTO mKepelna
JAHWX i TOTpeO opraHizaii.

OcuoBanmu Qynkuismu SIEM-cuctem € 30ip na-
HUX, 00poOKa MaHWX, (IIBTparis, KOpPEeJdlis, aHaji3,
BUSIBJICHHS aHOMAJii, BHSBJICHHS BTOPTHEHb, BHSB-
JIGHHsI 3arpo3, TeHepalisi pillieHb, MOBIIOMIICHHS IPO
3arpo3u, aBTOMaTW4He pearyBaHHsi. CporomHi Ha
CBITOBOMY pHHKY IPEACTAaBJICHO IIHUPOKHUH CIIEKTP
SIEM-cucteM, siki TpONMOHYIOTH pi3HI (QYHKIIT Ta
MoxJHMBocTi. HaBepeMo Jeski 3 HaWNOMYJSPHIMINX
cyuacHux SIEM-cucrem:

— IBM QRadar. Kommiekcna SIEM-cuctema,
sIKa MTPOTIOHY€E IITUPOKUI CIIEKTp (YHKILIH, BKIFOUAIOUN
BUSIBJICHHS BTOPTHEHb, aHajli3 3arpos3, YIpPaBIiHHS
IHIMAEGHTaMH Ta pearyBaHHS HA HUX.

— Splunk Enterprise Security. SIEM-cucrema,
sKa CIEeLiai3yeThCsl HAa aHalli3i BEJMKHX OOCSTiB aa-
HHX.

—  Microsoft Sentinel. SIEM-cucrema, sika inte-
rpoBaHa 3 iHIIMMH npoaykramu Microsoft, Takumu sik
Azure Monitor Ta Azure Security Center.

— Siemplify. SIEM-cuctema, sika TpOIOHYE
MIPOCTHH 1 3py4HUit iHTepderic.

— LogRhythm. SIEM-cuctema, sika mpOIOHYE
LIMPOKUH CHEKTP (YHKIIH Ta MOXKIIMBOCTEH JUIs BEJIH-
KHX OpTraHi3amii.

ABTOMaTtu3alis B CHUCTEMI YNpaBiiHHSA iH)OP-
ManiiiHoto Oesnekoro (CYIB) 3a momomoror TexHo-
morii  SIEM  (Security Information and Event
Management) € KIIOYOBUM €TaloM TpaHchopMariii
MpoIeciB TapaHTyBaHHSA KibepOe3nmekn B yMOBax
MTOCTIHHOTO 3pPOCTaHHS KiJTBKOCTI 3arpo3 Ta o0cATiB
JaHuX, Mo MoTpedyrTh 00pobku. SIEM-cuctemu
3a0e3neuyroTh LEHTPalTi30BaHuH MOHITOPHHT iH]OpP-
MaliiHOI IHppPacCTPYKTypH B peanbHOMY Yaci, 30uparo-
Y, HOPMaJi3yloYd Ta KOPENIOIYM Noaii 3 pi3HHX
JoKepen  (cepBepiB, MepeXeBOoro oOJiaJHaHHS, IIPH-
KJIQJIHOTO TPOTpaMHOro 3abe3nedeHHs Tomo). Takuit
MiAXig [O3BOJISAEC HE JIMILE BHUSBIATH aHOMAJIbHI a0o
MOTEHINIHHO HeOe3IeuHi fii, a i ormepaTHBHO OIIHIOBA-
TH iX KOHTEKCT Ta KPUTHIHICTb.
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Opniero 3 OCHOBHHMX (YHKITIOHAJHHHX IIepeBar
SIEM € aBTOMaTWYHE BUSABICHHS MiJO3pIMMX i Ha
OCHOBi 3a3[alierifb BU3HAYCHUX KOPEIMMIHHUX Mpa-
BWJI, CLICHAPIiB 200 3 BUKOPUCTAHHSIM METO/IIB MAIIIH-
HOro HaBuaHHs. lle 103BOJIsIE 3HAYHO TPHCKOPUTHU 1
MiJABULIATH TOYHICTh BUSABJICHHS IHIUAEHTIB OE3IIEKH.
[Monanpuinii po3BUTOK Li€l (GYHKIIIOHATBHOCTI MMOJISTAE
B inTerpanii SIEM i3 miardpopmamu SOAR (Security
Orchestration, Automation and Response), mo 3a6e3-
Iedye aBTOMAaTH30BaHY OPKECTpAaLilo i pearyBaHHS
HAa BUSBIICHI IHOWACHTH. 3aBISKA TONEPEIHBO
HaJIAIITOBaHUM creHapisaMm (playbooks) cucrema mosxke
CaMOCTIMHO B)KHBATH BIAIIOBIIHUX 3aXOIIB — Big OJ0-
KyBaHHS IOCTYITY 0 130JIAIi1 BY3IiB Ta iHGOPMYyBaHHS
BIIOBIMAJILHUX OCIO.

[lle oqHMM BaKJIMBUM acHEeKTOM aBTOMaTH3allii B
CVYIb € dopMmyBaHHs 3BITHOCTI, HEOOXimHOI s
ayJMTIB Ta 3a0e3Me4eHHs BiAMOBITHOCTI HOPMaTHBHUM
Bumoram (Hanpukian, ISO/IEC 27001, GDPR, NIS2).
SIEM-cuctemMu 103BOJIAIOTh TEHEPYBATH CTPYKTYPO-
BaHI 3BITH, fKi MICTATHh JAETalbHY iH(OpMAIiio Tpo
IHIIMCHTH, aKTUBHICTh KOPUCTYBAiB, 3MiHH KOH)ITy-
pamii Ta iHII acTeKTH, IO MAalOTh 3HAYCHHS Ui KOH-
TPOJFO OS3MEKH Ta MPUHHATTS YIPABIIHCHKHUX PIilICHb.

ABTOMaTH3aIis mporeciB 3a momomoror SIEM
Ma€ HHU3KY CYTTeBHUX nepesar. [lo-mepuie, 3Ha4HO CKO-
pOYY€EThCS Yac pearyBaHHs Ha IHLIUIEHTH, 110 KPUTHY-
HO BaXJIMBO JUId MiHIMI3alil IIKOJM Ta YHHUKHEHHS
eckanartii 3arpo3. [lo-mpyre, 3MEHIIY€EThCSI PU3UK JTFO-
CBKMX MOMMJIOK, IO OCOOJIMBO aKTyalbHO B yMOBax
BUCOKOI IHTEHCHUBHOCTI TOJIH Ta HAaBaHTAXXCHHS Ha
¢daxiBuiB i3 Oe3neku. Ilo-Tpere, 3pocrae 3arajibHa
epextuBHicTE pobotn LleHTpy omepamniii Oe3nmexu
(SOC), ockinbKu aBTOMATHU30BaHI IMPOIECH 3MEHIIY-
I0Th PYTHHHE HAaBaHTa)XKCHHS Ta JJO3BOJISIOTH aHATITH-
KaM 30CepeUTHCh Ha OiTbII CKIATHUX 3arpos3ax i
CTpaTeriyHuX 3aBJAaHHIX.

ApxiTexTypa iHTerpauii CHCTEMU YNpaBIiHHS iH-
¢dopmaniiinoro  6esnexkoro  (CYIB) i3 SIEM-
texHonorisimu  (Security Information and Event
Management) € KPUTUYHUM YUHHUKOM JUIS MOOYAOBH
e(hexTHBHOI, MacmTabOBaHO! Ta aIaNTHBHOI CHCTEMHU
3axucTy iHdopmauiiinux aktuBiB. Taka apxiTekrypa
nepenbavyae B3aEMOMIF0 KITBKOX  (DYHKIIOHATHHHUX
KOMIIOHEHTIB, SIKi CIIIJIBHO 320e3Me9yI0Th MOHITOPHHT,
aHaJi3, pearyBaHHS Ta JOKYMEHTYBaHHS IHIWAEHTIB
iHpopMaIiiHOi 6e3MeKH y paMKax 3arajbHOi cTpaTerii
YIpaBIIiHHS PU3UKAMHU.

Y THUnoBif iHTerpamifiHId apXiTEeKTypi MNepIInM
1apoM BUCTYIAIOTH JDKEpena JIOTiB — eJIeMEHTH 1H-
¢dopmamiitHoi 1HPpaCTPyKTypH, 3 SKHX 30HparoThHCA
naHi mpo moii. JIo Takux JpKepen HalekaTh MepeKeBe
obnmagHaHHA (MapmIpyTU3aTOPH, KOMYTaTOPH, MiKMe-
peXeBi eKpaHW), cepBepu, O0a3W JaHUX, CHUCTEMH
YIpaBIiHHS JOCTYIIOM, MPOrpaMHe 3a0e3nedeHHs KO-
pucryBauiB, BeOcepBepH Tomo. Hampukian, 3 mMixkme-
PEKEBOTO €KpaHy 30MparoThCs JOTH MPO OJIOKYBaHHS
Tpadiky, 3 KOHTpoJiepa JOMEHY — TMOJil aBTCHTH-
¢ikauii, 3 B/ — cnpoOu HecaHKI[IOHOBAHOTO JOCTYITY
a60 SQL-in’exii.
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IleHTpampHOO JTAHKOKO apxiTekTypH € cama SIEM-
CHCTEMA, 5K BUKOHY€ POJIb aHAIITHYHOTO siApa. BoHa
HOpMaJTi3y€e BXiHi JIOTH, KOPEIOE TOIIl 3 pi3HUX Ke-
pen, BUSIBIISIE aHOMaJTiT Ta TeHepye MONepPeKEHHS 1TPo
MOTeHI#HI iHuaeHTH. Hanpuknan, skmo SIEM ot-
pUMy€e 3 pPi3HUX BY31iB iH(oOpMalilo NMpo HEyCHilIHi
CpoOHM BXOJIy B CHCTEMY MpPOTAIOM KOPOTKOTO
nepiofy, BOHa MOXKE BHSBHTH aTaky IepedopoM Ia-
poxiB (brute force) Ta iHiliOBaTH BIAMOBITHI 3aX01U
pearyBaHHSL.

EdexruBricts SIEM 3Ha4HO miABHITYETHCA TPH il
igTerparnii 3 inmmmu kommoneHTamun CMIB. 3okpema,
3 CHCTEMaMH YIpPaBIiHHA ieHTH(]IKaIi€lo Ta JOCTY-
oM (IAM), ski MO3BOJIAIOTH BH3HAYATH, XTO CaMe
BHKOHAB MiI03pLTy Aifo. [HTerpamis 3 6a3amMu kKoHDIry-
pariitnoro o6niky (CMDB) 3a6e3nieuye KOHTEKCT Jist
PO3YMiHHSI KPUTHYHOCTI aKTHBIB, Ha sIKi CIpsIMOBaHA
aTaka. BukopHucTaHHS MOJYJIB KOHTPOJIO BUTOKY
nanux (DLP) nosBonsie dikcyBatd crnpobu He-
CaHKIL[IOHOBAHOTO  KOIilOBaHHS a0o0 TepenaBaHHs
KoH(}imeHMiitHOT iHpopMamii. [HTErparmis 3 cucteMaMu
BUSIBJICHHS Ta pearyBaHHSA Ha 3arpo3H Ha KIiHIEBHX
mpuctposx (EDR) mae 3mory orpumyBaTa iHQopMaIiiro
PO TOBEIIHKY MIKiIIUBOTO TPOTPAMHOTO 3a0e3re-
YEeHHsI Ha poOOYMX CTaHIAX 1 cepBepax, M0 JO3BOJIIE
IIBHIIE JIOKATi3yBaTH iHIIUACHT.

TumoBuMH ClicHApisAMH 1HTErparlii €, 30Kpema:
LEHTPaJII30BaHuii 301p JIOTIB PO AOCTYI KOPHCTYBaUiB
JO KPUTHYHUX PECYpCIB i3 MOJAJBLION aHATITHKOIO
SIEM; BukopuctanHa SIEM g BuUsBIEHHS crpoO
nepeJaHHs MepCOHATbHUX JaHUX 4Yepe3 Hezammupo-
BaHi KaHalu, 1110 iHilitoe peakuito DLP-moxyis; aBTo-
MaTH30BaHa IepeBipKa 3MiH y KOHDIrypamii ciucrem i3
MOPIBHAHHSIM 10 TOJNITHK, 3reHepoBaHNX B IAM um
CMDB.

KirouoBuM TEXHONOTIYHMM IHCTPYMEHTOM pe-
amizamii Takoi iHTerpamii € APl (Application
Programming Interface), 1o 103BoJjisie 0OOMIHIOBATHUCH
nanumu MK SIEM 1 30BHIilHIME cucTemamu. Harmpu-
ka1, REST API BukopucTOByeThCA IS 3alIUTY AaHUX
npo iHnugaentd 3 SIEM 10 30BHINIHBOT CHCTEMH
YIPAaBJIHHS PU3UKaMH, a00 HaBMAKW — JUIs TIEpEeJaHHs
KOHTeKCTHOI iHpopMmauii B SIEM 3 iHmmX mxeped.
ABTOMAaTHYHI CKpUNTH Ha MOBi Python narote 3mory
peanizyBaTH KacTOMi30BaHi CIEHapii — HampHuKiIa,
ABTOMATHYHO OJIOKYBaTH OOJIIKOBI 3aIIMCH MICIS BUSB-
JICHHS TII03piIoi aKTUBHOCTI. Y TMOEMHAHHI 3 TEXHO-
norismu SOAR (Security Orchestration, Automation
and Response) 1e 3a0e3nedye aBTOMaTH30BaHE BHKO-
HaHHs playbook’iB — HaboOpiB mil IS TUTIOBUX 1HITH-
JIeHTIB (HapHKJIa, epeBipka xemry ¢ailiry B CTOpOH-
HBOMY pPEmO3UTOpii, 130JIAMisS XOCTy, CHOBIIICHHS
BIMOBIJAILHOTO aHAJIITUKA TOIIIO).

Ha puc 1. HaBegeMo THIIOBY apXiTeKTypy iHTerpa-
nii cucteMu BHsIBIIEHHS Ta pearyBauHsa (SIEM) i3 3a-
cobamMu pO3MHUPEHOTO 3aXUCTy KiHneBuX To4oK (EDR)
ta tardopmoro aBtomarusanii Oesneku (SOAR) y
cHUCTeMi MEHEDKMEHTY iHpopmauiiiHoi  Oe3nexu
(CVYIB).
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Logs

Logs

Puc. 1. Iiaxix 10 no0yaoBM aanTUBHOI, ABTOMATH30BAHOI TA e()eKTHUBHOI CMCTEMH YNIPABJIiHHSA
iHdopMmaniiinoo Oe3meKko10

KitieHTChKI MPHUCTPOI 3 YCTAaHOBJICHUMH arcHTaMU
EDR 30upatorh Tenemerpiro, MOBEIIHKOBI NaHi Ta
xypHaimu mopniit. Lli nmaHi HajncwialooThCs 10 1IH-
tpanizoBanoi EDR-koHcodmi, sika arperye Jiori, BAKOHYE
MOTIePeIHIM aHami3 3arpo3 i nepeaae 3i0pany iHdop-
Marito nam. JKOBTI MamkW NpeACTaBIAIOTH (aitnmu
xypraiiB (logs), sxi Bimx EDR Hamxomsate no SIEM-
cucremu. SIEM-cepBep € OCHOBHHM BY3JIOM 300Dy,
30epiraHHs, KOpeNsAmil Ta adHamily mofmiil iHpop-
ManiiHoi Oe3mekn. Jlo HBOTO TAKOX HAIXOAATH XKYyp-
HaJIM TOJiH 13 1HIIUX JpKepen — 300pakeHl CHHI Ta
pOXeBi Manku, — [0 CHUMBOJI3YIOTh 1HII Kareropil
JIOTIB: HANPUKJIA[, )KYPHAIA MEPEKEBOrO 00aIHAHHS,
0a3 nmanux, cepsepiB um npukiaguoro I13. IHrepdeiic
B33a€EMOJIii aHAJITHKA JI03BOJIIE OTPUMYBATH IOIEpe-
JOKCHHS, aHAIITHYHI 3BEIACHHSA Ta MPOBOJUTH PO3-
CJTiTyBaHHS IHIIUICHTIB.

Iurerparis 3 mratpopmoro SOAR nae MOXITHBICTE
orpumaru curHany Big EDR Ta SIEM mnst aBTromaru-
3amii mpomeciB pearyBanHa. SOAR BukoHye crieHapii
(playbooks), ski MOXyTb iHiIifoBaTH OJIOKYBaHHS
OOJIIKOBHX 3aluCiB, 130JIAII0 XOCTIB, CTBOPEHHS
TIKETIB y cuctemMax oOciyroByBaHHs Tomio. Lleit eme-
MEHT Bi3yaJIbHO 00’€JIHy€ BCi JpKepena B €IMHUHA Me-
XaHI3M pearyBaHHSI.

OTxe, Takuid miaxig 3a0e3nedyye MOBHOIIHHY iHTe-
rpauiiay apxirektypy CMIB, y sxkiit peanizoBano 6a-
raTo/KepenbHun MOHITOPHHT, [IEHTPaJIi30BaHy
aHamiTuky monii 4epes SIEM, aBromaTHzoBaHy
BiNOBiAs, Ha iHOHAeHTH uepes SOAR, a Takox
NoCTiliHe 30araueHHs JaHux 3a paxyHok EDR-monmymi
Ha KIHIEBMX ToYkax. Ll apxirtekTypa € mpuKiagzoMm
Cy4acHOTO MiJXO1y 10 MOoOYyI0BH alalTHBHOI, aBTOMa-
TH30BaHOI Ta ©(EeKTUBHOI CHUCTEMH YIIPABIiHHI iH-
(dhopmariiiHo0 6€3MeKor0.

Otox apxitektypa interpamnii SIEM y CMIb me-
penbavae CTBOPEHHsI B3a€EMOIIOB’SI3aHOI €KOCHCTEMH,
Jle TaHi 3 ycixX piBHIB iH(popMamiiHO1 iHPpacTPyKTypH

253

00’€IHYIOThCS, aHAI3YIOTBCS 1 TPaHC(HOPMYIOTHCS B
aHAMITHYHY 1H(OpPMAIII0, 1[0 BHKOPHUCTOBYETHCS IS
e(eKTHUBHOTO pearyBaHHs Ha 3arpo3u. Takuil Mmimaxifg
JIO3BOJISIE TIEPEHTH Bil (pparMeHTapHOTO KOHTPOIIO 10
IUTICHOTO YIIPaBIiHHS OE3IMEeKOI0 Ha OCHOBI JaHHX,
aBTOMaTH3aIli Ta aJalTUBHOCTI.

Buxopucrannas SIEM-cucrem (cuctem yrpaBiIiHHS
iHpopManifHO Oe3leKko Ta MOMisAMH) 3a0e3redye
HU3KY IIepeBar, cepesl IKNX KIFOYOBUMH € TTiIBHIICHHS
e(pEKTHBHOCTI MEHEKMEHTY iH(OopMaIliifHO Oe3rneKw,
CKOpOUYCHHS dYacy pearyBaHHS Ha KiOepiHIUICHTH,
3HW)KEHHsI PU3MKIB peayizaiii kibepaTak, a Takox 3a-
rajpHe MiABHUINCHHS PIiBHS 3aXHCTy iH(poOpMmarii B op-
ravizamii.  3aBASKM ~ I[EHTpajli30BaHOMY  300pYy,
30epiraHHio, aHaji3y Ta KOpEeJsii KypHaliB Mofii i3
pizHOMaHITHUX JpKepen, SIEM-cucrtemMu H03BOJISIIOTH
CBOEYACHO BHSBIIITH IOTEHLIHI 3arpo3n Ta orepa-
THBHO pearyBaTH Ha HuX. Ilix yac BHOOpY KOHKpETHO-
TO pillIeHHs BAPTO BPAaXOBYBAaTH HU3KY Ba)KJIMBUX YMH-
HUKIB, 30KpeMa po3Mip OpraHizamii, THIIN JaHUX, SKi
IIJISIral0Th MOHITOPHHTY, @ TAKOX IEepestik QYHKIIN 1
MOJKJIMBOCTEH, IO BIiAIIOBIZAIOTH TMOTpebaM Oe3reKu.
SIEM-cuctemu CHPHSAIOTH 3a0e3neueHHIO
BIJIIOBITHOCTI HOPMATHBHO-TIPABOBUM BHMOTaM Y
ctepi iHpopMariiHOT O€3MEKH, TOKPALTYIOTh 3araJIbHY
CUTyalliiHy OOI3HAHICTh Ta ONTUMI3YIOTh IPOILECH
VOPaBIiHHS IHOWICHTAMH, IO POOUTH iX BaXXIIMBUM
KOMITOHEHTOM CYy4YacCHOi apXiTeKTypH KiOep3axucTy.
3aranom 3actocyBaHHs SIEM y KOHTEKCTi aBTOMarH-
3anii CYIb no3Bossie JOCSTTH BUIOTO PIiBHS 3piIOCTI
npoueciB iHpopManiiiHoi Oe3neky, 3a0e3neYuTn Mpo-
aKTHBHE YNPABJIIHHA PU3MKAMHU Ta CIPUSATH CTIMKOCTI
oprasizaiiii 1o cygyacHuX Kibep3arpos.

BucHOBKM i mepcHeKTHBH NOJAJBIIHX J10-
cligxeHb Yy AaHoMy Hampsimi. [HTerpamis cucrem
EDR, SIEM Ta SOAR 3a6e3mneuye migBuieHHs edek-
TUBHOCTI YNpaBIiHHSA I1HIWACHTAMHU iH(OpMaIiitHOT
Oe3nmekn 3a paxyHOK aBTOMATH3allii BUSBIICHHS,
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aHaTi3y Ta pearyBaHHS Ha 3arpo3d B PEXKHUMI peajbHO-
ro vacy. IIpeacraBnena apxiTeKTypa IEMOHCTPYE IIO-
TEHITia) 171 moOyIOBH aJaNTUBHUX 1 MacIITaOOBaHMX
CHCTEM 3aXHCTy B YMOBax 3pOCTal04oi CKJIQJHOCTI
KiOep3arpos.

[epciekTHBH MOJANBIINX IOCIHIKEHb Hependa-
YalOTh YIOCKOHAJICHHS METOJIB KOopeisuii JaHux i3
PI3HOPIJHUX JIKEpEes, PO3BUTOK IHTENEKTYaJIbHUX Me-
XaHi3MiB npuitHATTA pimenb y SOAR-mnardopmax, a
TaKOXX BIPOBA/DKCHHS MALIMHHOTO HABYaHHS UL
MiABUIICHHS TOYHOCTI MPOTHO3YBaHHA Ta MiHiMi3arii
XHOHONO3UTHBHUX CIPALIOBAHb.
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